EU’s One-Stop-Shop Mechanism: Thinking Transnational

Andra Giurgiu, Gertjan Boulet and Paul De Hert discuss the form of One-Stop-Shop and the role of the different actors.

A company conducting business in more than one EU country that involves the processing of personal data had, so far, to deal and comply with the rules of various national data protection authorities (DPAs). The implementation of Directive 95/46/EC\(^1\) by member states left room for different national data protection frameworks. Due to the existing national specifics, this legal fragmentation makes compliance with data protection rules quite burdensome for companies that conduct business in the Union. At the same time, data subjects face the challenge of enforcing their rights, especially against companies located in another member state. The proposed General Data Protection Regulation (GDPR)\(^2\) with its direct applicability should help to overcome these problems and harmonise and consolidate the EU’s Single Market.

One of the means of strengthening EU data protection law for consumers and for businesses is through the so-called “One-Stop-Shop”. This mechanism sets up a single contact point whereby companies doing business in more than one EU member state will have to deal with only one DPA, namely that of the member state of their main establishment. At the same time, the One-Stop-Shop would put consumers in a better position to enforce their rights against such companies.

**WHEN DOES THE ONE-STOP-SHOP APPLY?**

The main idea of the One-Stop-Shop is that of “streamlining procedures and allocating competences among DPAs”\(^3\) in so-called “transnational cases”\(^4\). Therefore, matters having an impact in more than one member state should be dealt with under the One-Stop-Shop mechanism whereas matters of a purely local impact should be handled by the local DPA. But this distinction might not always be so easy to make.

In essence, the One-Stop-Shop applies to two scenarios.\(^5\) The first scenario (“multiple establishments scenario”) refers to the situation when a company has several establishments (at least two) in the EU.\(^6\) A second scenario (“affected data subjects scenario”) is when a company has just one establishment in the EU and when personal data of residents of at least one other member state are processed.\(^7\) In practice, a combination of the two scenarios could also be possible.

An establishment in the EU seems to be the precondition for the application of the One-Stop-Shop.\(^8\) It is not clear though how to deal with cases where there is no establishment in the EU but when personal data of EU residents of several member states are processed and the GDPR would be applicable on the grounds of article 3 paragraph 2 – in line with the enlarged territorial scope of application of the Regulation – because the company is offering goods or services to data subjects in several EU member states or it is monitoring their behaviour. It seems that in the absence of such an establishment, the cooperation between DPAs and the consistency mechanisms discussed below will have to play an important role.

**WHICH DPA IS COMPETENT?**

For the first “multiple establishments scenario” the competence as a “lead authority under the One-Stop-Shop belongs to the DPA of the country of the main establishment”\(^9\) of that company. In the “affected data subjects scenario”, the lead DPA will be determined according to the place of the single establishment of the company. In case of a combination of the two scenarios, we would argue that the competence as a lead DPA will remain with the DPA of the member state of the main establishment of that company. The DPAs of the other establishments or of the member states where the data subjects reside are considered to be “concerned” DPAs and thus part of the One-Stop-Shop mechanism.

Supposing a company has establishments in Germany, Italy and France and its main establishment is in Italy, the Italian DPA will act as lead DPA and the German and France DPAs will be considered “concerned” DPAs\(^10\). The German and French DPAs can be considered “concerned” by the processing because the company has an establishment on their territory, because the data subjects whose personal data is processed reside on their territory or because of an underlying complaint that has been lodged with them.

**WHAT ARE THE POWERS OF DPAS UNDER THE ONE-STOP-SHOP?**

As a general rule, each DPA is competent on its own territory being invested with powers of investigation, intervention and advisory powers as well as powers to hear claims and engage in legal proceedings\(^11\). The One-Stop-Shop has complemented the general competence of DPAs on their own territory by the new competence as a lead authority for companies established in several member states. It thus calls into question the division of powers between DPAs and the issue of cooperation between them, particularly with regard to the question of which powers shall be exercised by the local DPA and which by the lead DPA. It has been debated whether the competence of the lead DPA should be exclusive or not and whether this exclusivity should concern all or only some of the powers it is invested with.

The Council\(^12\) proposed a new division of powers of national DPAs grouped into the following categories: investigative powers, corrective powers, authorisation and advisory powers. Discussions have focused on the authorisation and corrective
powers of DPAs and whether the lead DPA should have exclusive competence with regard to these powers. It is the measures producing legal effects in several member states, resulting from the authorisation and corrective powers of DPAs, such as imposing an administrative fine for example or authorising transfers to third countries, which raise issues of whether the lead DPA should have the last word or be forced to take into account diverging opinions of other DPAs and ultimately submit the matter to the consistency mechanism discussed below. In the view of the European Data Protection Supervisor, "the role of a lead authority should not be seen as an exclusive competence, but rather as a structured way of cooperation with other competent supervisory authorities, as the 'lead authority' will depend heavily on the input and support of other supervisory authorities at different points in the process".15

In the end, a DPA cannot take a decision – especially on a measure having legal effects such as imposing sanctions – which is directly and necessarily binding in other countries. In an Opinion in a case before the Court of Justice of the European Union16 (p.1) the Advocate General concluded – under the provisions of Directive 95/46/CE – in a similar matter.17 The starting point of his reasoning is that, in line with article 28 paragraph 6 of the Directive, a DPA is competent, irrespective of the national law applicable to the processing in question, to exercise, on the territory of its own Member State, all the powers it is invested with. The Advocate General argued however that a DPA – although having the competence to monitor processing activities on its own territory to which the law of another member state applies – does not have the competence to impose sanctions in relation to those processing activities. According to the Advocate General, the competence to impose sanctions in this case belongs to the DPA of the member state the law of which is applicable to the processing activities in question. The Advocate General considers that a different interpretation would be incompatible with the principles of legality and national sovereignty.18

Contrary to the current situation, under the GDPR a DPA will also be able to apply its national law when a data subject on its territory lodges a complaint in relation to processing activities by a company not established on that territory. It is therefore to be seen if, and to what extent, this additional jurisdictional ground under the GDPR, which is responsive to data subject rights, will also entail sanctioning powers for the same DPA. The same question may be asked when a lead DPA, which can apply its national law by definition, has to deal with a case regarding processing activities by companies on its territory, but in relation to data subjects in other countries.

The future EDPB is meant to replace the current Article 29 Working Party.

The CONSISTENCY MECHANISM AND EUROPEAN DP BOARD
To fully understand the One-Stop-Shop mechanism it is necessary to explore other novelties proposed in the GDPR, in particular the consistency mechanism and the European Data Protection Board (EDPB). The main rationale behind the consistency mechanism is to set up a clear procedure for the cooperation of DPAs and to guarantee a uniform approach when a measure has an impact in several member states. The proposed Regulation determines a set of cases when this mechanism would apply, such as the adoption of Binding Corporate Rules.19 But consistency can also be triggered as a result of "unsuccessful cooperation" between the DPAs (or between DPAs and the EDPB) under the One-Stop-Shop, where there are divergent views and a common agreement cannot be reached. The GDPR also provides for an emergency procedure derogating from the need to submit a matter to the consistency mechanism for exceptional circumstances when a DPA considers it urgent to act so as to protect the rights of the data subjects.20 The consistency mechanism is finalised with an opinion of the EDPB, which also plays the role of a dispute resolution body in case of conflicts between the DPAs.

The future EDPB is meant to replace the current Article 29 Working Party. It shall be composed of the head of one supervisory authority of each member state and of the European Data Protection Supervisor and have the role of ensuring the consistent application of the proposed Regulation. Whether it should be granted legal personality or not21 and whether its decisions should be binding22 are matters still disputed and will have to be settled during the current Trilogue. The Commission does not propose giving binding powers to the EDPB. The Parliament introduces very limited binding powers where there is a disagreement between the EDPB and the lead authority. The Council expands the binding powers to cases of conflict resolution between DPAs or between DPAs and the EDPB and for some transnational matters which affect more than one member state.

CONCLUSION
The forthcoming GDPR will introduce a mandatory One-Stop-Shop mechanism as a welcome innovation in the EU data protection legal framework. Based on the practice of the BCRs developed in the past years,23 this mechanism is not unique to data protection but exists also in other areas of law. Although much seems to have been clarified in the draft GDPR, some questions are still open. The exact scope of the One-Stop-Shop, the material competence of the lead DPA or the issue of conferring binding powers to the EDPB are matters which will have to be settled before the end of the Trilogue. But even after the adoption of the Regulation, the practicality and efficiency of the One-Stop-Shop will still need to prove themselves.

The One-Stop-Shop is the result of the clear choice not to create one single EU data protection agency which would centralise the current decentralised structure of data
protection supervision and not necessarily ease the progress of decision making. The proposed system relies on national agencies, set up according to national laws, that are proposed to work together to make European law possible. It is self-evident that this system needs to be scrutinised in the future to see whether it works and that other regulatory options are kept open in case the answer is 'no'. The yardstick should not only be the 'service' offered to companies to 'shop only once', but also the ease for data subjects to find an effective remedy when confronted with problems caused by international players. The double concern for a flexible internal market and the idea of access to justice will need to guide further policy-making.
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